
SAS Institute Inc. (together with its subsidiaries and affiliates, “SAS”) is providing an update to the 

Area/United Kingdom (EEA/UK) customers’ personal data (“Customer Data”) from outside the EEA/UK. This update 

(the “ ”). On 17 July 2023, the EU granted adequacy status to US companies who certify to the DPF. SAS’ DPF 

: SAS’ customers have the option to use cloud environments physically 

setup is an Availability Zone (“ ”) in Frankfurt (Germany), London (UK), Oslo (Norway) or Dublin (Ireland), 

(those customers who request “EEA/UK only” resources), SAS will not move or store Customer Data outside 



“ ” SAS has enhanced auditing and control capabilities for individually assigned
privileged accounts used by SAS staff with access to EEA/UK servers and Customer Data.

be granted only upon the customer’s prior approval and for a very lim



SAS Cloud Operational Administrators’ access to the Kubernetes console is controlled via Azure Active 

Directory authentication. Permissions for SAS Cloud Operational Administrators are based on business role 

and location, which are documented in the RBAC model. This access is reviewed regular ly. 

Hands-on tasks related to the Kubernetes cluster such as managing nodes and resources are performed by 

people within the EEA/UK. Administration of the Azure data centres, configuration of shared services and 

other data centre-wide operations may be performed by non-EEA/UK resources because no access to data is 

possible. (Please see diagram above). 

SAS continues its commitment to meet the requirements of EEA/UK data protection laws and to deliver processing 

environments to meet customer demands. For more information on SAS’ commitment to Privacy, please contact your 

SAS representative or see the SAS Trust Center-Privacy. 




